
 

Zgodnie z Rozporządzeniem Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem 

danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (dalej jako „RODO”) 

przekazujemy następujące informacje.  

Dane administratora 

danych osobowych 

Współadministratorami danych osobowych przetwarzanych w Serwisie i za pomocą jego funkcjonalności oraz w związku  z 

umowami o świadczenie usług szkoleniowych są:  

  
INPROGRESS sp. z o.o. z siedzibą w Krakowie przy ul. Katowickiej 39, 31 – 351 Kraków, wpisana do rejestru przedsiębiorców prowadzonego 

przez Sąd Rejonowy dla Krakowa Śródmieścia w Krakowie Wydział XI Gospodarczy Krajowego Rejestru Sądowego pod numerem KRS 

0000384161, NIP: 677-235-70-01, e-mail: szkolenia@inprogress.pl; telefon: (48) 12 357 95 79, faks: (48) 12 378 33 24  

  
INPROGRESS Szkolenia Sp. z o.o. z siedzibą w Krakowie przy ul. Katowickiej 39, 31 – 351 Kraków, wpisana do rejestru przedsiębiorców 
prowadzonego przez Sąd Rejonowy dla Krakowa Śródmieścia w Krakowie Wydział XI Gospodarczy Krajowego Rejestru Sądowego pod numerem 
KRS 0000427134, NIP: 677-236-99-90, e-mail: szkolenia@inprogress.pl; telefon: (48) 12 357 95 79, faks: (48) 12 378 33 24  
  
INPROGRESS Trainings sp. z o.o. z siedzibą w Krakowie przy ul. Katowickiej 39, 31 – 351 Kraków, wpisana do rejestru przedsiębiorców 

prowadzonego przez Sąd Rejonowy dla Krakowa Śródmieścia w Krakowie Wydział XI Gospodarczy Krajowego Rejestru Sądowego pod numerem 

KRS 0000494555, NIP: 677-237-90-08, e-mail: szkolenia@inprogress.pl; telefon: (48) 12 357 95 79, faks: (48) 12 378 33 24  

  
INPROGRESS Skills sp. z o.o. z siedzibą w Krakowie przy ul. Katowickiej 39, 31 – 351 Kraków, wpisana do rejestru przedsiębiorców 

prowadzonego przez Sąd Rejonowy dla Krakowa Śródmieścia w Krakowie Wydział XI Gospodarczy Krajowego Rejestru Sądowego pod numerem 
KRS 0000454088, NIP: 679-309-06-03, e-mail: szkolenia@inprogress.pl; telefon: (48) 12 357 95 79, faks: (48) 12 378 33 24  

 

Odpowiedzialność 
współadministratorów 

Współadministratorzy danych, uzgodnili, że odpowiadają w takim samym stopniu za wypełnienie obowiązków wynikających z przepisów RODO.  

Dane inspektora 

ochrony danych 
Adres email: iod@inprogress.pl , nr telefonu 0048607771338.  

Cele przetwarzania 

danych osobowych i 

podstawa prawna 

Przetwarzamy dane osobowe:  
1) na podstawie art. 6 ust. 1 lit. „a” RODO w zakresie w jakim wyraziłeś na to zgodę podczas prowadzenia korespondencji 

 w sprawie warunków usługi lub uzyskania innych informacji, przy  wysłaniu zapytania poprzez formularz kontaktowy, przy usługach odbywających 

się w formie online, przy zapisie na Newsletter, podczas kontaktu za pośrednictwem chatu, podczas akceptacji plików cookies, podczas zakładania 

konta użytkownika w Aplikacji i korzystania z niej, podczas składania zamówienia na Subskrypcję Inprogress Plus przez Serwis www.inprogress.pl, 

podczas profilowania danych;  

2) na podstawie art. 6 ust.1 lit. „b” RODO w celu zawarcia i wykonania umowy o świadczenie usług szkoleniowych oraz umowy   

o świadczeniu usług drogą elektroniczną, lub do podjęcia działań na żądanie osoby, której dane dotyczą, przed zawarciem umowy;  
3) na podstawie art. 6 ust. 1 lit. „c” RODO do wypełnienia obowiązku prawnego ciążącego na administratorze:  
a) jeżeli otrzymujemy od Ciebie płatności (Ustawa z dnia 11 marca 2004 roku o podatku od towarów i usług – art. 106b, art. 106e);  
 4)             na podstawie art. 6 ust.1 lit. „f” RODO tj. prawnie usprawiedliwionego interesu administratora lub osób trzecich.  

Kategorie 

przetwarzanych danych 
osobowych 

Przetwarzamy następujące kategorie danych osobowych: imię, nazwisko, adres zamieszkania i adres korespondencyjny, adres poczty elektronicznej, 

nr telefonu, data i miejsce urodzenia, branża zatrudnienia, informacje o zamówionej usłudze i o udziale w niej, PESEL, nr konta bankowego, jeżeli 
dokonujesz płatności przelewem tradycyjnym, numer NIP, przy usługach świadczonych online: nazwa użytkownika, informacje o urządzeniu i 

systemie operacyjnym, IP, identyfikator przeglądarki internetowej, informacje o jakości i czasie połączenia, głos, a jeżeli używasz kamery także 

wizerunek; a jeżeli używasz aplikacji Inprogress: ID użytkownika aplikacji, rodzaj systemu operacyjnego, połączenia internetowego, strefa czasowa, 

czas uruchomienia aplikacji, nazwa urządzenia, pamięć urządzenia, aktywność Użytkownika w Aplikacji. 

Informacje o odbiorcach 

danych osobowych 

Dane mogą być przekazane na nasze zlecenie, ale tylko w celu i zakresie niezbędnym dla realizacji umowy lub obsługi zgłoszenia, w sposób 

niewykraczający poza nasze polecenie, przedsiębiorcom pośredniczącym w zamawianiu usług kurierskich, instytucjom akredytującym,  
certyfikującym, afiliacyjnym tj: PeopleCert , APMG, SJSI, VMEDU Inc, OSP International LLC, AXELOS, Scaled Agile,Inc, Management 3.0 

BV, IT preneurs Nederland B.V., PMI Inc.), księgowym i prawnikom, firmom IT, firmie udostępniającej platformę do świadczenia usług online, 

firmie hostingowej, firmie zajmującej się niszczeniem dokumentów tajnych i nośników danych, podmiotom delegującym Ciebie na szkolenie lub 

egzamin, firmom wspomagającym akredytorów,  Pay Pro S.A. jeżeli dokonujesz płatności online, bankom, MailerLite Limited jeżeli przesyłamy 

do Ciebie newsletter lub informacje wchodzące w skład usługi subskrypcja Inprogress Plus, do podmiotów współpracujących w zakresie 

prowadzenia usług, do administratorów portali LinkedIn, Facebook, Instagram, do podmiotów dostarczających pliki cookies i analizujących je, do 
firmy Peterson dostarczającej narzędzie Credly przez które przydzielane są odznaki cyfrowe dla Subskrybentów obejmujących rozpoczęcie i 

zakończenie Subskrypcji Inprogress Plus;, do Vercom S.A. który dostarcza Email Labs do wysyłania automatycznych wiadomości mailowych 

z: potwierdzeniem zamówienia jakie składasz przez Serwis lub Aplikację; przypomnieniami o płatnościach; informacjami o subskrypcji; prośbą o 

potwierdzenie udziału w Szkoleniu; odwołaniem Szkolenia; informacją o liście rezerwowej; informacjami na temat wyrażenia zgody na 
przetwarzanie danych osobowych i podsumowaniem tych zgód; z dostępami do mini-warsztatów oraz z materiałami; z informacjami na temat 

profilowania, na które wyraziłeś zgodę. 

– Aby dowiedzieć się więcej na temat przetwarzania danych osobowych przez naszych odbiorców kliknij w nazwę firmy w powyższej treści 
informacji o odbiorcach danych  

Informacja o zamiarze 
przekazania danych 

osobowych odbiorcy w 

państwie trzecim 

Dane osobowe mogą być przekazywane do państwa trzeciego w następujących przypadkach: 

1) a)  przystąpienia do szkolenia i egzaminu z zakresu ScrumStudy, gdzie akredytor posiada siedzibę  

w krajach trzecich. 

Podstawą prawną do przekazywania danych do państwa trzeciego w przypadku wskazanym w pkt. 1 a)  jest dobrowolna zgoda osoby, której dane 

dotyczą,  ze względu na brak decyzji stwierdzającej odpowiedni stopień ochrony danych  i brak odpowiednich zabezpieczeń wskazanych w RODO.; 
2) a) przystąpienia do egzaminu z zakresu AgilePM®, AgileBA®, Change Management®, ABC Scrum Master® i Facilitation®, 

DTMethod®, ABC Scrum Master, Agile Change Agent, AgilePgM®, House of PMO Essentials for PMO Administrators™, PM2. 

Podstawą prawną przekazywania danych do państwa trzeciego w przypadku wskazanym w pkt. 2 a) jest decyzja wykonawcza Komisji Europejskiej 

przyjęta w dniu 28.06.2021 r.; 

3) a)  w przypadku udziału w usłudze w formie online, ze względu na użytkowanie platformy, której właścicielem jest podmiot mający 

siedzibę w krajach trzecich; 

b) w przypadku przystąpienia do szkolenia Management 3.0, gdzie właściciel narzędzia tj. Workshop Butler, Unipessoal LDA,  

wymaganego  przez akredytora tj. Management 3.0 BV, może przekazywać dane do swoich podwykonawców, mających siedzibę 

w krajach  trzecich; 
c) w przypadku przystąpienia do szkolenia i egzaminu z zakresu SAFe (dodatkowo jeżeli dokonujesz zgłoszenia na szkolenie i 

egzamin z zakresu SAFe®  firma Scaled Agile, Inc będzie przesyłać do nas Twoje dane certyfikacyjne, które im podałeś 
bezpośrednio oraz wyniki egzaminów w celu  realizacji usługi); 

d) w przypadku przystąpienia do szkolenia i egzaminu PMI® Authorized PMP® Exam Prep Course  oraz (dodatkowo Inprogress 

będzie mieć wgląd dane podane przez Ciebie na koncie PMI, jeżeli wyrazisz na to zgodę); 

https://www.peoplecert.org/terms-of-service-and-privacy-policy#privacy-policy
https://apmg-international.com/pl/privacy-policy
https://sjsi.org/polityka-prywatnosci/
https://www.vmedu.com/AboutUs/Privacy-Policy
https://store.project-management-prepcast.com/privacy-notice
https://www.peoplecert.org/terms-of-service-and-privacy-policy#privacy-policy
https://scaledagile.com/privacy-policy/
https://management30.com/privacy-policy/
https://management30.com/privacy-policy/
https://www.itpreneurs.com/privacy-policy-3/
https://www.pmi.org/privacy
https://www.pmi.org/privacy
https://www.przelewy24.pl/obowiazek-informacyjny-rodo-platnicy
https://www.mailerlite.com/legal/privacy-policy
https://pl.linkedin.com/legal/privacy-policy?trk=content_footer-privacy-policy
https://www.facebook.com/privacy/policy
https://www.facebook.com/privacy/policy
https://info.credly.com/privacy-policy
https://info.credly.com/privacy-policy
https://emaillabs.io/polityka-prywatnosci/
https://emaillabs.io/polityka-prywatnosci/


e) korzystanie z Serwisu po zaakceptowaniu plików cookies. 
Podstawą prawną przekazywania danych w przypadkach wskazanych w pkt 3 a), b), c), d),  są standardowe klauzule umowne lub standardowe 

klauzule umowne wraz z przyjętymi środkami uzupełniającymi. Przyjęte standardowe klauzule umowne są zgodne z decyzją Komisji Europejskiej 

2021/914 w sprawie standardowych  klauzul umownych dotyczących przekazywania danych osobowych do państw trzecich. 

4) a) Wyrażenie zgody na przyznanie cyfrowej odznaki w serwisie Credly (NCS Peatson, Inc.) dla Subskrybentów Inprogress Plus 

Podstawa prawną przekazywania danych w przypadku wskazanym w pkt 4 a) jest status certyfikowanego odbiorcy danych osobowych programu 

Data Privacy Framework:  https://www.dataprivacyframework.gov/list 

Okres przechowywania 

danych osobowych 

Dane będą przechowywane:  
1) w celach opartych na zgodzie do czasu wycofania zgody,  
2) w celach opartych na prawnie usprawiedliwionym interesie do czasu zgłoszenia sprzeciwu lub przedawnienia roszczeń, 3)              
w celach opartych na przepisach prawa, przez czas wskazany w przepisach, 
 4)             przez okres certyfikacji i recertyfikacji (5 lat).  

Prawnie uzasadnione 

interesy administratora 
lub osób trzecich 

W prawnie usprawiedliwionym interesie administratora lub osób trzecich leży:  
1) zabezpieczenie informacji i dowodów, na wypadek potrzeby dochodzenia roszczeń lub obrony przed roszczeniami, 2) 

możliwość nawiązania kontaktu i wymiany informacji,  

3) przesyłanie danych w ramach grupy przedsiębiorstw,  
4) marketing bezpośredni usług własnych,  

5) wtyczki mediów społecznościowych w Serwisie www, 
6) niezbędne pliki cookies, 

7) analizowanie danych diagnostycznych,  
8) zapewnienie ciągłości komunikacji biznesowej na portalach mediów społecznościowych, dbanie o wizerunek marki w ramach fanpage’a 

firmowego i kont firmowych na tych portalach. 

Informacja o prawach 
osoby, której dane 

dotyczą 

Osoba, której dane dotyczą ma prawo:  
1) dostępu do swoich danych oraz otrzymania ich kopii,  
2) sprostowania (poprawiania) swoich danych,  
3) usunięcia, ograniczenia lub wniesienia sprzeciwu wobec ich przetwarzania,  
4) przenoszenia danych,  

5) wniesienia skargi do organu nadzorczego – Prezesa Urzędu Ochrony Danych Osobowych.  

Informacja o prawie 

wniesienia sprzeciwu 

W przypadku przetwarzania danych osobowych opartego na podstawie prawnie usprawiedliwionego interesu administratora, osoba, której dane 

dotyczą ma prawo wniesienia sprzeciwu; w takim przypadku zaprzestaniemy przetwarzania danych w tym celu, chyba że będziemy  
w stanie wykazać istnienie ważnych prawnie uzasadnionych podstaw do przetwarzania, nadrzędnych wobec interesów, praw i wolności osoby, 

której dane dotyczą.  

Informacja o prawie 

cofnięcia zgody 

Zgoda na przetwarzanie danych osobowych może być w każdej chwili cofnięta, ale cofnięcie zgody nie wpływa na zgodność z prawem 

przetwarzania, którego dokonano na podstawie zgody przed jej wycofaniem.  

Informacja o prawie 
skargi 

W przypadku uznania, że przetwarzamy dane w sposób naruszający prawo, osoba, której dane dotyczą może wnieść skargę do Prezesa Urzędu 

Ochrony Danych Osobowych.  

Źródło pochodzenia 

danych 

Dane pochodzą od osoby, której dane dotyczą lub osoby trzeciej (tj. osoby zgłaszającej na szkolenie osobę, której dane dotyczą) działającej w 

interesie osoby, której dane dotyczą (uczestnika szkolenia). Podanie danych jest dobrowolne dla celów opartych na zgodzie, w pozostałym zakresie 

jest warunkiem zawarcia i realizacji umowy, świadczenia usług, dostawy towarów i wykonania zlecenia
.   

Informacja o 

profilowaniu 
Profilujemy dane, tylko na podstawie Twojej zgody w celu wyświetlania  w Aplikacji Szkoleń o zaznaczonej przez Ciebie tematyce oraz 

wysyłania do powiadomień mailowych o terminach tych Szkoleń. 

Informacja o 
współadministrowaniu 

danych z Meta 

Platforms Ireland 
Limited 

W przypadku korzystania z aplikacji facebook.pl w ramach fanpage’y firmowych dane będą przetwarzane w celu prowadzenia komunikacji, w 

szczególności odpowiedzi na reakcje, komentarze oraz prywatne wiadomości, a także w celach statystycznych oraz reklamowych. 
Współadministratorzy i Meta Platforms Ireland Limited (4 Grand Canal Square, Grand Canal Harbour, Dublin 2 Irlandia) są wspólnymi 

administratorami danych zgodnie z artykułem 26 RODO w zakresie przetwarzania danych do celów statystycznych oraz reklamowych. 
Współadministrowanie obejmuje zbiorczą analizę danych w celu wyświetlania statystyk aktywności użytkowników Fanpage Administratora. 
Zakres odpowiedzialności Meta Platforms Ireland  Limited za przetwarzanie Pani/a danych we wskazanych celach: 

-posiadanie podstawy prawnej dla przetwarzania danych na potrzeby statystyk strony, 

- zapewnienie realizacji praw osób, których dane dotyczą, 
- zgłaszanie naruszeń do organu nadzorczego oraz zawiadamianie, osób których dotyczyło naruszenie o zdarzeniu, 

- zapewnienie odpowiednich środków technicznych i organizacyjnych w celu zapewnienia bezpieczeństwa danych, 

Zakres odpowiedzialności Współadministratorów za przetwarzanie danych: 
- posiadanie podstawy prawnej do przetwarzania danych na potrzeby statystyk, 

- zrealizowanie obowiązków informacyjnych w zakresie realizowanych przez Współadministratora celów przetwarzania, 
Meta Platforms Ireland Limited udostępni zasadniczą treść załącznika dotyczącego statystyk strony osobom, których dotyczą dane (art. 26 ust. 2 

RODO), za pośrednictwem danych zawartych w Informacjach o statystykach strony, do których dostęp można uzyskać ze wszystkich stron. 
Głównym organem nadzorczym w zakresie wspólnego przetwarzania danych jest irlandzka Komisja ds. ochrony danych (niezależnie od zapisów 

art. 55 ust. 2 RODO, w stosownych przypadkach). 

Zasady przetwarzania danych osobowych przez Facebook Ireland oraz informacje dotyczące wzajemnych uzgodnień  
pomiędzy administratorami są dostępne na stronie: https://www.facebook.com/privacy/explanation, 

https://www.facebook.com/legal/terms/page_controller_addendum . 

Informacja o 

administrowaniu danych 

w związku aplikacją 
mobilną 

 

Dostęp do aplikacji mobilnej „Inprogress” jest możliwy także za pośrednictwem sklepów: Google Play (https://play.google.com/store/apps) oraz 
App Store (https://www.apple.com/app-store/). 

Pobranie i instalacja aplikacji z tych sklepów wiąże się z przekazywaniem danych do tych sklepów i administratorów danych je obsługujących, w 

tym: 
  nazwa użytkownika w tym sklepie 

  adres e-mail 

  indywidualny numer identyfikacyjny urządzenia 
  moment pobrania 

  dane o płatnościach 

a także innych możliwych danych, w tym danych osobowych, na co Inprogress nie ma wpływu. 
Podstawą prawną przetwarzania tych danych przez Inprogress stanowi także art. 6 ust. 1 lit. „a)” i „b)” RODO. 

Dane te mogą być gromadzone, analizowane i przetwarzane zgodnie z polityką prywatności i regulaminami tych sklepów: 

- Google Play Store: https://policies.google.com/privacy?hl=pl      
- App Store: https://www.apple.com/legal/privacy/pl/ 

W razie braku zgody na przetwarzanie danych przez administratorów sklepów Google Play i App Store, nie należy instalować aplikacji z tych 

sklepów. 

Dokument obowiązuje od dnia 16.09.2024  r.  
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